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Matching users profile in virtual communities can represent the most natural
way of representing group homogeneity, i.e. how much the group members are
mutually linked. However, optimizing profile matching does not guarantee the
group cohesion, i.e. that the group will continue to be homogeneous in time.
Moreover, computing profile matching in large virtual communities can be very
expensive, and cannot be integrated in a fully distributed system. In the past,
we have demonstrated that using users mutual trust, along with profile matching,
can help to improve groups homogeneity. In this work we demonstrate, by an
extended set of experiments on datasets extracted from real communities, that
trust measures can effectively replace profile matching in order to optimize group’s
cohesion. A further interesting result is represented by the fact that it is also
possible to replace the global trust measure with a local measure of trust, called
local reputation, which is not highly sensitive to the size of the network, thus
allowing to perform computations which are limited on the size of the ego-network
of the single node.
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INTRODUCTION

in performing together e-Commerce purchases.
instance, a large organization with geographically

Nowadays, virtual communities are evolving as complex
systems composed by human and software agents.
Large social networks, as Facebook [1] and Twitter [2],
involve hundreds of millions of users (in 2015,
Facebook had 1.6 billions of active users and Twitter
surpassed 300 millions of members), and several online
communities as, for instance, those based on Internet
Relay Chat, include software agents in their members,
acting as users’ assistants, channel administrators etc.
Overall, such communities are organized in social
structures, where each structure emerges on the basis
of some kind of social relationship. The cases of the
facebook friends and the twitter followers are probably
the most known examples, but some other types of
structures exist, based on other social relationships than
the simple “friendship”. For example, often the users
form “groups "based on some thematic interest, as in
the cases of Facebook groups and Twitter lists. In
other cases, groups are created for representing classes
in e-Learning activities, or set of customers interested

dispersed offices can use Elgg* on an internal server to
introduce employees to each other and to share internal
knowledge across offices; moreover, employees of firms
can use groups to create online study communities,
and no-profit organizations can build communities of
common interest where members learn from each other.
Furthermore, some distributed systems as, for instance,
Grid virtual organizations[3] or cloud of clouds[4],
can be viewed as virtual communities whose members
are software agents that perform activities implying
“social ”interactions like negotiations, collaborations or
competitions.

The formation of a group is often a process that
is activated by individual initiative and spontaneously
evolves in time, by the continuous repetition of two
main events: (i) a user of the community asks for
joining with a group in which she/he is interested; (i7)
a group, by means of its administrators, accepts or

4https://elgg.org/
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refuse the request of an aspirant new member. These
two types of events are the consequence of two main
activities that are performed in a virtual community,
namely that of a user looking for interesting groups
and that of a group administrator having to manage
her/his group. To be effective, these two activities
should produce groups whose members are satisfied to
their memberships.

Overall, members of virtual communities would
expect that the group satisfies some requirements
she/he desires as, for example, the topics that are
discussed or the level of politeness. As another example,
in a cloud system, a software agent could require some
given computing resources, and a group of software
agents may offer resources satisfying that requirement.

In a past research [5] we have extended the concept of
profile similarity, well-known in recommender systems
[6], in order to define a measure, called Average
Similarity ASg, for representing the global, mutual
satisfaction perceived by all the members of a group
g of a virtual community. The notion of AS, takes
into account only one requirement for defining the value
of satisfaction of a member a with respect to another
member b, namely the similarity between the profiles of
a and b, where the profile of a member contains some
information about member’s interests and preferences.
Therefore, AS,, for a given group g, was defined as
the average satisfaction computed on the totality of
couples of members a, b. However the notion of
AS, was based on similarity requirement for the user’s
satisfaction, it can be easily extended to the general
case of multiple requirements, and in this paper we
provide such a generalization, that we will call Average
Matching AM,.

The profile matching between user’s requirements
and group’s characteristics can be considered as the
most natural way to represent the group homogeneity,
measuring how much the group members are mutually
linked. However, optimizing profile matching does not
guarantee the group cohesion, i.e. that the group will
continue to be homogeneous in time.

An important issue highlighted in our past pro-
posal [5] was that the satisfaction of an agent a to be
in the same group with another agent b should take
into account, besides the matching m,;, between the
characteristics of a and b, also the trustworthiness tqp
that a has in b. Indeed, an agent, when declaring some
characteristics of the profile, could be imprecise or even
fraudulent, and this can affect the effectiveness of the
matching. Moreover, computing profiles similarities is
not always possible, due to the fact that in many cases
users do not make publicly available this information.

In our past approach, we have proposed to take into
account the trustworthiness in the definition of another
measure, called Average Compactness ACy of the group
g. In words, AC, is computed by averaging on all the
pair of members a,b of the groups, a measure C(a,b)
taking into account both the similarity between a and

b and the trustworthiness that a has in b.

On the basis of the compactness measure, we have
proposed an algorithm, called User-to-Group (U2G),
able to heuristically provide a good solution to the
problem of maximizing the Mean Average Compactness
(M AS) of all the groups of the social community. We
proved the effectiveness of U2G both theoretically and
experimentally.

1.1. Research questions and contributions

However, two questions were left open in [5].

1.1.1. A criterion for proving the advantage of the
compactness

First, our idea of mixing profile matching and
trust measures in a unique measure (compactness)
intuitively suggests that groups formed based on
compactness, should be capable to exhibit an internal
cohesion in time, even in absence of sufficient and
sufficiently reliable information about profile matching.
Nevertheless we need to experimentally confirm such an
intuition, i.e. the effect of considering trust measure,
showing that the maximization of the mean average
compactness on which trust is weighting more than the
profile matching, will produce a good cohesion in real
virtual communities. To do this, we need to define a
reasonable criterion for measuring the actual capability
of the group to not decreasing in time the mutual profile
matching of their members.

In this paper, as a first contribution, we propose a
criterion to compare, in terms of cohesion, two different
configurations S; and S5 of groups for a given virtual
community.

To this purpose we introduce a measure called A-
Cohesion WU (S), defined as follows: the algorithm U2G
is applied to the virtual community, starting from the
configuration S, in a time-window [to,¢s] of largeness
equal to A = ty —tg. The mean average matching
MAM, mean of the values AM,, obtained at the end
of the time-window, is called the A-Cohesion of S in
that time-window.

Obviously, a group configuration S1 having a U (S1)
greater than the Wa (S2) of another group configuration
52 can be considered more cohesive than S2 in the given
time-window A, since it finally produces groups that in
average present better group matching values.

We performed experiments on the real social network
CTAO and EPINIONS, obtaining that the use of the sole
trust measures produces results, in terms of cohesion,
comparable with those obtained considering the profile
matching.

1.1.2.  Using local reputation rather than reliability

Secondly, in the experiments performed in [5], we have
used a measure of the trustworthiness t,; that the agent
a has in the agent b, only taking into account the
direct knowledge that a has about b. However, in many
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cases a does not know b, and thus it is impossible to
estimate t,,. As a theoretical proposal, we had also
introduced a more general trust measure, by averaging
two components rel,, and repy, where (i) rely, is the
direct reliability of b, i.e. the trustworthiness that a
has in b based on the past interactions between a and
b, while (#) repy is the global reputation of b, i.e.
the trustworthiness that all the community has in b.
Roughly speaking, in order to compute how much a
trusts in b, we have considered the possibility to use
both the direct experience of interaction between the
two agents, and the experience that the whole set of
the agents present in the community had with b. The
reason of this choice, very common in many trust-
based approaches proposed in the literature, was due to
the necessity, when a does not have a sufficient direct
knowledge of b, to use the recommendations coming
from the other agents of the community. However,
as we said above, the reputation does not have been
really used in the experiments described in [5], that
was limited to the sole reliability. Furthermore, in a
next study presented in [7], it has been highlighted that
computing the reputation in the way proposed in [5],
i.e. taking into account the recommendations provided
by all the agents of the community, although largely
used in past recommender systems, shows a limited
effectiveness in estimating trustworthiness of unknown
agents, due to the uncertainty about the reliability of
the recommendations, especially in those communities
having a large number of members. In other words: who
does certify the reputation? Moreover, the computation
of the global recommendations implies that each
agent a has to access to all the global reputation
values of all the other agents, making necessary to
continuously compute and maintain a central repository
for storing this values. This requirement is not suitable
for a distributed architecture, as it is often that
implementing a virtual community.

In [7], we proposed to integrate the traditional
use of the global reputation with another form of
reputation, called local reputation, that is based on
recommendations only coming by the entourage of
the user (friends, friends of friends and so on)
and thus probably more reliable than completely
unreferenced recommendations. The experiments made
on real social networks showed that the use of local
reputation generally improves the effectiveness of the
recommendations with respect to the use of the global
reputation and, in most of the cases, the use of the sole
local recommendation is the best choice.

In this paper, as a second contribution, we propose
to compare the use of the local reputation vs the
simple reliability when using the algorithm U2G for
automatically forming groups in virtual communities.
Our experiments, performed on the real data extracted
from virtual communities EPINIONS and CIAO [8],
in which users provide reviews concerning commercial
products falling in different categories, clearly show

that the use of local reputation outperforms the results
obtained using the reliability.

It is important to highlight that our approach can
be iteratively applied, when profiles and trust values
change, for building a new, better solution based on
the last founded solution, thus providing a method
that incrementally improves its performances without
the necessity of starting from scratch data. Moreover,
since our U2G algorithm incrementally works, building
new solutions based on the previous ones, it is very
suitable to be applied in very large networks, having the
possibility to continuously improve its performances,
adding new samples in time. It is worth to point out
that the use of local reputation, that we will show that it
is the most effective contribution, is not highly sensitive
to the global size of the network, since the local size of
each node is limited enough.

2. RELATED WORK

Virtual communities, composed by humans and
software agents, represent a relevant area of research,
as reported in [9, 10, 11]. An overwhelming corpus
of analysis and models on trust has involved fields
as computer science [12, 13], sociology [14], economy,
etc. In fact, trust affects decisional processes and
social interactions, in a plethora of human and virtual
activities [15, 16], to improve benefits or mitigate risks
for unreliable partners [17]. For example, in [18]
trust is used for an agreement procedure used to
form groups of trustworthy agents in a P2P system,
while in [19] trustworthiness of data is taken into
account, and evaluated by data provenance, i.e. the
derivation history of data, and authors of [20] take into
account the problem of trust inference for the several
components of a distributed system.

Several approaches deal with the problem of
suggesting items to the members of a group or the
groups a user can join with, respectively known as
group recommendation and group affiliation problems.
In detail, in order to identify the best items to suggest
to a group some approaches adopt a score aggregation
strategy to build a group profile; it is equivalent to
compute a function receiving an item as input and
returning how much it satisfies the group members.
Here, two popular strategies are the Average [21] and
the Least Misery [22]. Other approaches match users
and group information. In particular, in [23], the user
that has to trust a stranger, has to form stereotypes
by considering features, obtained by the analysis of the
profiles and past behaviors with “similar” people, and
then aggregates all those matching with the stranger’s
profile to predict the correspondent value of trust
relation.

Recommending new friends to users as well as
communities they could join with are generated with a
probabilistic approach in [24], where a bag of users and
a bag of words describing a community and its interests
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are built and combined in order to improve their data
sparsity degree. Differently, in Vasuki et al. [25] the
co-evolution of the user’s friendship relationships and
the knowledge of group affiliations are used to predict
the next groups to join with.

Trust in social communities is often modeled by a
trust network (i.e. a graph whose vertexes represent the
users and oriented edges represent trust relationships),
which is usually sparse. Different techniques use the
graph topological properties for inferring new trust
values by starting from existing ones. For example,
in [26] a maximum network flow algorithm infers
trust and in [27] a modified Breadth First Search
collects multiple reputation scores, basing on a voting
algorithm, and returns a unique reputation rate for each
user. Paths up to a fixed length on a trust network are
used in [28] to propagate known trust values to get new
ones.

To compute trust in virtual communities, the main
aspects to consider are: (i) informative sources [29];
(ii) aggregation rules [30]; (4ii) trust inference [31].
The first one consists of direct opinions (reliability)
based on personal past experiences and/or indirect
information (reputation) provided by other users, often
aggregated in a unique synthetic trust value [32, 33].
In particular, in large communities each user usually
interacts with a narrowest share of his/her community
so that reputation is usually predominant on reliability
to build a trustworthy opinion about someone.

Moreover, trust can be computed by adopting a local
or a global approach in a centralized or distributed
way. Some researches states as the local trust is the
more accurate when personal users’ point of views are
adopted [34] with a computational cost depending on
the horizon chosen to discovery a trust chain linking
two users [35]. In Golbeck [36] the shortest paths
always provide the most accurate results in inferring
trust values, while [31] experimentally compares several
strategies to infer trust values by pointing out that the
weighted mean aggregation of all paths returns the best
accuracy in predicting users’ trust rates.

In this context, three known algorithms are
TidalTrust [36], MoleTrust [37] and TrustWalker [38].
TidalTrust assumes that the most accurate trust
predictions come more from the closer neighbors,
although some valuable scores or paths between two
users could be ignored if the trust networks are too
sparse. MoleTrust [37] computes users’ trust values by
using a backward exploration and fixing a maximum
depth in the search-tree of the trust network where the
trust score of a user at depth z is calculated only by
using the trust scores computed at depth x — 1. To
suggest items, TrustWalker considers ratings for the
target item and for the similar items to solve the lost
of precision for data sparsity by using (i) a random
walk on the trust network and ratings on similar items
to limit the depth search on the network and (i) a
probabilistic approach to select items by preferring the

nearer raters and items similar to the target.

In [39] it is assumed that each link connecting users
can represent an interest to a content or the trust
into a user where the trust between each pair of users
belonging to the same neighbor is explicitly or implicitly
assumed as known. This trust model analyzes the trust
network to discovery trustful, influential or interesting
nodes by incorporating the notion of influence together
with the freshness of the trust connections among users.

Finally, there exist some approaches that have been
tested on real dataset, as in our proposal. For instance,
SoRec [40] is based on a factor analysis approach based
on probabilistic matrix factorization to solve the data
sparsity and poor prediction accuracy problems based
on users’ social network information and rating records.
The proposal in [41] represents an approach aimed
at capturing local and global social relations taking
benefits of both local and global social context for
recommendation. To capture the local social context,
it assumes that the user preferences of two connected
users are correlated by social correlation theories and,
therefore, ratings from users with high reputations are
more likely to be trustworthy. To capture the global
social context, it uses user’s reputation scores to weight
the relevance of their ratings.

3. TECHNICAL PRELIMINARIES

Our scenario is represented by a virtual community
V, formally denoted as V = (A, G, m,t), where A is
the set of agents joined with V and G is the set of
groups contained in V, while m and t are two mappings
denoting the matching metric and the trust metric,
respectively.

We also assume that each group g is managed by an
administrator agent a4. In order to characterize the
interests and the preferences of each agent a € A and
each group g € G, we assume that a profile p, (resp.
Pg) is associated with a (resp. g). In particular, profile
Pq is defined as a list of n property values, i.e. p, =
{pL,pZ, .., p}, where each property p%, i = 1,2,..n
represents the value assumed by a specific aspect that
characterizes the agent @ in the community.

For instance, if the virtual community is a social
network, a given property could represent the set of
the topics in which a is interested, or the type of
groups preferred by a (e.g, a can prefer to join with
public groups rather than private groups). As another
example, if the virtual community is a grid/cloud
community, a property could represent a quantity of
a resource required or offered by a, e.g. CPU, RAM,
etc.

3.1. Profile Matching

The profile matching metric (that we will call shortly
matching hereafter) m(a, b) is a mapping that receives
as input two agents a and b and yields as output a real
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value, ranging in the interval [0, 1] and representing how
much the values of the profile properties of an agent a
match with the values of the corresponding properties
of another agent b, where m(a,b) = 0 (resp. 1) means
that there is no matching (resp. full matching) between
the profile properties of the two agents. The matching
metric is symmetric, i.e. m(a,b) = m(b,a), and it is
computed as follows: m(a,b) = M, where we
assume that an appropriate operator “—” is defined for
each property p’, that returns a real value in the interval
[0,1], where O (resp. 1) means that the property value
p in the profile of the agent a absolutely no matches
(resp. fully matches) with the corresponding value pj,
and p;, — py, = py — P4

Extending the above definition, the matching
between an agent a and a group ¢ is defined by

averaging the matching values m(a,b) of a with respect

to each agent b members of g: m(a,g) = W,

where |g| denotes the cardinality of group g.

3.2. Trust

The trust metric (shortly trust) t(a, b) is a mapping that
receives as input two agents a and b and yields as output
a boolean value (either 0 or 1) representing the degree
of trust between two agents a and b: t(a,b) = 0 (resp.
t(a,b) = 1) means that a assigns the minimum (resp.
maximum) trustworthiness to b. The trust metric is
asymmetric, in the sense that if a trusts b at a certain
level we do not automatically expect that b trusts a at
the same level and, in general, t(a,b) # t(b, a).

Similarly, the trust perceived by an agent a with
respect to a group ¢ is defined as the mean of the
trust values t(a,b) for all couples of agents a,b € g,
where they had some interactions in the past (therefore
t(a,b) £ NULL):

> vegt(apnenvrry Ha;b)

0 9) = T 2 g t(a.b) £ NULL}|

In compliance with traditional trust theory, we
assume that t(a,b) is composed by two components,
the first representing the reliability that a assigns to b
in consequence of the direct experience made in past
interactions, the second representing the reputation
that b has in the community.

3.2.1.  Reliability

As for the reliability, we denote it by the mapping
rel(a, b), assuming values ranging in the domain [0..1]U
{NULL}, while rel(a,b) = NULL means that a did
not have past interactions with b and thus it is not able
to evaluate b’s trustworthiness, and the higher rel(a, b),
the higher the perception of the reliability of b by a.

3.2.2.  Reputation

As for the reputation of b, we denote it by rep; in the
interval [0,1] € R.

In order to compute the reputation, we adopt the
notion of local reputation defined in [7]. Following that
approach, let G = (N, A) be a directed unlabeled graph
associated with the virtual community V', where N is a
set of nodes and A is a set of arcs. Each node n € N
is associated with an agent a, € A of V, while each
arc a € A is a pair (z,y), with z,y € N representing a
reliability link existing in V between the agents a, and
ay (i.e. t(ag,ay) # NULL). Moreover, let n(a) be the
node of the graph corresponding to the agent a.

The ego-network of an agent a will be defined as the
sub-graph of G, denoted by G, = (T, P), where T is
a set of nodes containing n(a) and of all the nodes
n(k) € A connected to n(a), while P includes all the
arcs belonging to the paths existing between n(a) and
n(k), for each k € T. In words, G, represents all the
agents both directly and indirectly trusted by a. We
say that a indirectly trusts an agent b if there exists an
agent k which either (i) directly trusts b and a directly
trusts k or (i) trusts b and a, in turn, indirectly trusts
k. Hereafter, we say that an agent b belongs to the
ego-network of a if the node n(b) belongs to G,.

In the context above, we assume as local trust a
relation LT defined on A x A, such that an ordered pair
of agents t = [a,b] belongs to LT only when the node
n(b) belongs to the ego-network G, of a. Moreover, for
all the nodes n(a), n(b) such that [a,b] € LT we also
define a (normalized) local reputation measure A(a,b)
which represents how much the agents belonging to the
ego-network G, of a trusts b.

We compute local reputation by suitably summing
the contributions (in terms of trust in b) coming by all
the users k (with k # a) belonging to the ego-network of
a which results to be also connected with b. Let s(a,b)
be this sum, and we call local network L(a,b) the set of
contributors, i.e., L(a,b) = {z: 2 € G, A3(2,b) € G, }.
In other words, in our proposal, each node k € L(a,b)
concurs to form the local reputation s(a,b) by means
of a contribution represented by a real value ranging
between 0 and 1, where 0 (resp. 1) indicates that k has
the minimum (resp. maximum) trust in b.

More specifically, if & € L(a,b) is a user in
which a directly trusts, then there exists an arc
(n(a),n(k)) € Gg; in this case, our model assumes
that the contribution of & to s(a,b) will be equal to
1. Instead, if k is indirectly trusted by a, then there
exists at least one path in G, which connects a and
k. We assume that the shortest path between n(a)
and n(k) belongs to G, and suppose it has a length
la,k- In this case, the contribution provided by k to the
trust computation we propose will be equal to 1/2a+x~1.
In computing the local reputation of v, this choice
corresponds to consider as exponentially less important
the contributions coming from users more distant from
a in the ego-network of a. To normalize s(a,b) we
divide it by the maximum value of the analogous
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sums s(a, z), for all the z € A. More formally, the
formula adopted for computing the (normalized) local
reputation rep(a, b) that a perceives about b is:

1

keL(a,b),k#a,b
1
max - v
z€A,z#a,b la,n—1

h€L(a,z),h#a,z
The two trust components reliability and reputation
are integrated in a unique value in the interval [0, 1]
to compute the mapping trust t(a,b) of a about b as
follows:

rep(a,b) =

t(a,b) = @y -rel(a,b) + (1 — ay,) - rep(a,v) (2)

where «,, is a real coefficient belonging to [0..1] which
is set by a to weight the relevance he/she assigns to the
reliability with respect to the reputation.

4. COHESION AND COMPACTNESS

In this Section, we want to introduce a measure to
define how much a configuration S = {g1, go, .., gn} of
groups of a virtual community V = (A, S, m, t) can be
considered as cohesive, i.e. how much the members of
the groups are satisfied to stay in those groups.

In our vision it is reasonable to calculate the cohesion
measure on the whole configuration S, and not limited
to a particular group, in other words it seems reasonable
to define it by averaging an analogous measure of
cohesion relative to each single group g.

Then we consider the Average Matching, representing
the average of all the matching m(a,b) for each pair
a,b € g, and thus it appears as a reasonable manner
of measuring how much the agents of g are mutually
satisfied, in average, to stay in g. Therefore, a
measure of the internal mutual satisfaction of the whole
configuration of groups S can be computed as the Mean
Average Matching M AM on all the groups. Formally,
AM, and M AM are defined as follows:

Za,bgg,a;ébm(a’b) MAM — des AM,

9] h

()
The goal is to lead any community of rational agents,
starting by an initial configuration Sy of groups at the
time 79, to evolve in “better” configurations, improving
the value of M AM until the maximum possible value.
However, it is not possible to represent this goal as an
optimization problem, since the property values change
in time, and the best we could do is to compute the
optimum configuration at a given time ¢. It is easy to
see that find this optimum is a N P-problem. Moreover,
it is not guarantee that this optimum at time ¢ will be

always the optimum of M AM also at ¢t + 1.

AM, =

g =

In this perspective, let Sy be a configuration at a
time tg, then the higher the optimum of M AM at the
time to+ A, the better the cohesion of the configuration
Sa at time tg + A. To formally represent this notion
of cohesion, we define a measure called A-Cohesion
UA(S), defined as follows: let S be a configuration of
groups in a virtual community, considered at the time
to and let A be the time-window [tg,t + A]. We define
A-Cohesion Ua(S) as the MAM obtained at the end
of the time-window [to,t + A].

Therefore, a group configuration S2 having a WA (52)
greater than the WA (S1) of another group configuration
S1, can be considered more cohesive than S1 in the
given time-window A, since it finally produces groups
that in average present better group matching values.
In the next subsection we introduce a measure to drive
a group formation strategy that leads to configurations
with high group matching values.

4.1. Compactness: A measure for introducing
a strategy for increasing groups’ cohesion

Basing on the goal defined in the previous section, we
would define a rational strategy for leading the agents
of the community to change in time the configuration
of groups in order to maximize the A-cohesion.
Intuitively, in order to change the composition of the
groups, agents that make their choices, i.e. to change
their own group, should consider not only the matching
value with each candidate group, but also the trust it
has in that group. Analogously, groups should evaluate
whether an agent a, which is applying to join with it,
should be accepted or not, based on the trust that the
group itself, as a whole, has in that agent.

For instance, let a be an agent belonging to a group
g1, and let us assume that a evaluates the possibility to
change group by joining with gs, since it evaluates that
m(a, g2) > m(a,g1). However, it is possible that, due
to the move of a from group g; to group g» the cohesion
of go will change to lower values than before. Therefore,
the decision of a of changing group is evaluated as not
good. In this case, a could be led to make bad choices
by some unreliable of even fraudulent agents, that at a
given time t exhibit property values that goodly match
with those of a, but that will change in the future in a
undesired way.

In order to follow the above observation, in [5]
we have proposed to use a suitable measure to take
into account both matching and trust to evaluate the
convenience for a to be in the same group with b. We
denoted this convenience as c(a,b) = w - m(a,b) + (1 —
w) - t(a,b), where w is a real number, ranging in [0, 1].
In other words, we have defined the convenience as a
weighted mean between matching and trust, leaving to
the parameter w the role of weighting the importance
given to the matching with respect to the trust. Based
on such a measure, we can introduce the Awverage
Convenience AC, of a group g, by averaging all the
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convenience values for all the members of g, and the
Mean Average Convenience M AC as follows:

D abeg,azs (D)
lg]

Analogously to the M AM , also the value of the M AC
depends on the initial configuration of the groups,
and on the time-window A in which it is computed.
Therefore, we define the measure called A-Compactness
DA(S), defined as follows: let S be a configuration of
groups in a virtual community, considered at the time
to and let A be the time-window [tg, to + A]. We define
A-Compactness ®a(S) as the MAC obtained at the
end of the time-window.

des AC,
SeS0 ()

AC, = MAC =

4.2. Forming Cohesive Groups

The practical problem we will face in the experiments
presented in Section 6 can be described by using the
metrics defined in the previous subsections, as follows.
If a virtual community starts by an initial configuration
of groups Sy at the time t(, what is the configuration Ss;
that we could considered as more cohesive at time ts1,
i.e. at the end of the time-window Al = [tg,ts1]? The
right answer is: ”the configuration S; corresponding
to the cohesion Wa1(Sp)”. However, if our temporal
perspective is not time ts1, but a next time ts5o > ts1,
such that at time t5; we want to find the configuration
that we would consider as the most cohesive at time
tso, what is now the right answer? We could naturally
respond ”the configuration S corresponding to the
cohesion Wao”, where A2 = [tg, t52], but the problem is
that if we pose this question at time 51, we are not able
to compute WUao, since we ignore how the community
will evolve in the time window A2 — Al = [ts1, ts2)-

Roughly speaking, in practical situations, we can
construct our groups having available a training phase
Al, but at the end of this phase we would desire to
have a group configuration that will result the best
cohesive at the end of a test phase A2 — Al. In
this case, it is not guaranteed that the configuration
corresponding to the cohesion Wa; will correspond to
the most cohesive configuration at time A2. This
is due to the fact that we have uncertainty about
the evolution of the agents’ behaviors in the unknown
time-window A2 — Al, and we could be deceiving
when forming our groups in the training phase by the
behavior of unreliable agents. To avoid this problem,
a reasonable solution could be to form the groups
in the training phase using the compactness rather
then the cohesion, since the compactness will take into
account information about the agents’ trustworthiness.
Therefore, the configuration S7, corresponding to the
compactness ®a1(Sp) after the training phase, could
produce a better cohesion Was_a1(S7) at the end of the
test phase than the cohesion Was_a1(S1), produced by
the configuration S1.

Data: u: a user, X: a set of groups, m: an integer
in [0, n], kwax: the number of groups w can
join with

Result: A set Z of groups

Let Y be a set of m random groups extracted from

DF;

Let Z =X JY;

for g €Y do

a,, sends a message to a4 associated with the
group g and let p, be the profile associated
with g ;

end

Let S be the set of kyx groups of Z having the

highest values of MAC;

for g € S do

if g ¢ X then

a,, sends a join request to the agent a, that
also contains the profile p,, of u;

else
‘ a,, deletes u from g;

end

end

end
return 7

Algorithm 1: The U2G algorithm — User Agent
Task

5. MATCHING USERS WITH GROUPS

In this section we sketch the design of the algorithm
User-To-Group (U2G) presented in [5], which enables
user agents to select the groups to join with by
maximizing the values of compactness introduced in
subsection 4.1.

Let G = {g1,92,.--,9n} be the groups in the virtual
community, with |G| = n. Moreover, let kyx be a
threshold ranging in [0,n] which specifies the upper
bound on the number of groups each user w desires
to join with (for sake of simplicity, we assume that
this threshold is equal for all the users of the social
community).

Algorithm U2G has been designed to select Fkyx
groups yielding the largest value of the M AC computed
on G. We assume that as w joins with more than
one group then each of them still continues to give
the whole benefit to u, so that the overall benefit,
in term of M AC, received by u is equal to the sum
of each contribution. Therefore, in presence of an
arbitrary number of groups K C G, the benefit gained
by u in joining with all the groups in K is given by
> giek Yu—g;- The question of finding the subset £* C
G producing the best benefit for « under the constraint
|K*| = kix is equivalent to solve an optimization
problem. While we analyzed the theoretical foundation
of the problem above in work [5], in this work it is
enough to say that: (i) a, is able to sample m random
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groups from G; (i) a,, will record into an internal cache
the profiles of the groups u joined in the past; we shall
denote this set as X; (4ii) m is the number of the group
agents that at each epoch must be contacted by a,,.

Algorithm 1 describes the steps a, performs to
find the kwx groups to which w can join, while the
corresponding algorithm implemented by the group
agent can be found in [5]. In particular, it is assumed
that the size of each group g € G can not be bigger
than a threshold nux, mux is fixed by the group
administrator and each agent a, stores into an internal
cache the profiles of the users who joined g.

6. EXPERIMENTS

In this section we discuss some experimental results
obtained by the execution of the algorithm U2G on real
datasets.

The used datasets, extracted from the social networks
CIAO and EPINIONS, have been described in [41] and
can be downloaded at [8]. CIAO (resp. EPINIONS)
dataset consists in a matrix with a total of about
36k (resp. 922k) rows, each of them representing an
event in the virtual community, in the form {userID,
productID, categorylID, rating, helpfulness, timestamp}.
More in detail, CategorylD represents the commercial
category of the product for which the user has released
a rating, and the helpfulness (a number between 1 and
6) represents the level of satisfaction of the other users
for that rating. In addition, a dataset representing trust
relationships is available. It consists in a list of pairs of
user IDs (u,v), where each of them represents a trust
relationship among user u and user v.

As discussed in Section 4.1, compactness is calculated
as linear combination between trust and matching
while trust, in turns, is computed as a combination
of reliability and reputation, basing on Eq. 2. In
our experiments, we have associated with each user a
profile containing, as unique feature, the expertise of
the user in reviewing products. This expertise has been
computed by averaging, on all the reviews posted by
the user, the helpfulness associated with each review,
where the helpfulness is an information available on the
dataset and obtained by the opinions expressed by the
users of the community.

Instead, the reliability is represented by the values
found in the dataset of trust relationships, while
reputation has been calculated based on Eq. 1
(Section 3.2.2). In particular, reputation has been
computed by considering trust relationships until the
second level.

Experiments were performed as follows:

e rows of the dataset are arranged in increasing
order, basing on the timestamp found in the sixth
column (rating timestamp);

e the dataset is divided into 11 time-windows A
(see Section 4), such that the first time-window is
used as training set, the remaining ten are used

for the subsequent tests; the first time-window
comprises about the first 30% of events while the
remaining events (about 35k) are divided among
the remaining time-windows;

e the reliability matrix is constructed by loading the
dataset containing trust relationships once and for
all;

e the training is performed by executing the
algorithm U2G on the first time-window A;. At
the end of this phase, a cohesion ¥, is measured;

e the test phase is performed by computing
subsequent cohesion values, by adding data of time-
windows Ao, ..., Agpg, until the final value ¥a
is found.

end

Overall, comparing the starting value of cohesion ¥,
— calculated after the training phase, which drives group
formation — and the final one, U, , — calculated after
the test phase — is useful to understand the ability, over
time, to form cohesive groups, of a certain algorithm
(e.g. U2G), based on a certain criteria. Furthermore,
as our goal is to understand the contribution or, in
other words, the ability to form cohesive groups on the
basis of the trust measure, particularly its components,
reliability and reputation, we are particularly interested
in comparing final values of cohesion, i.e. ¥ _, ,, among
the different criterias used to perform the training test
(e.g. matching only vs reliability).

To this end, we performed a number of experiments
that can be divided into three categories, based on the
criterias used to perform the training phase: training
based on matching (m), training based on matching
and trust (mr to mrp), and training based on trust
only (r to rp), as shown in table 1. Columns w and «
represent the parameters used to configure the different
experiments: w is the weight assigned to the matching
in the computation of the Compactness, therefore w = 1
means that only matching is considered, while w =
0 means that only the trust contribution is actually
weighted in the computation of compactness; « is the
weight which balance trust and reputation, based on
equation 2.

Parameter LR (fifth column in table 1) is a flag
for discriminating the case in which we use the local
reputation from the case we use only the reliability.
Thus, in order to investigate in the contribution of
local reputation, we used a variation of equation 2, as
follows. If LR == 1 (see Table 1), we consider a trust
using both local reputation and reliability, weighted by
a. In the case reliability is zero, we use only the local
reputation. This variation is necessary because in the
case of CIAO and EPINIONS, reliability is a boolean
value, and reliability equal to 0 for an agent does not
discriminate the case in which we do not trust the agent
from the case we do not know the agent. Therefore, in
this case, the following computation was performed:
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TABLE 1. Summary of the experimental results

No. | T Meaning w o LR CIAO EPINIONS
(Training) Yan, VYo, | Ya, Ya,.
1 m only matching 1 - - 0.69 0.74 0.85 0.83
2 mr matching and reliability 05 1 0 0.68 0.74 0.85 0.83
3 mrr matching and reliability+reputation 05 05 1 0.69 0.73 0.84 0.83
4 mrp matching and reputation 05 0 1 0.70 0.74 0.86 0.84
5 r reliability 0 1 0 0.71 0.78 0.85 0.84
6 T reliability+reputation 0 05 1 0.60 0.80 0.86 0.85
7 rp reputation 0 0 1 0.69 0.78 0.85 0.85

(LR=Local Reputation Flag activated)

a rel(a,b) + (1 — ) rep(a,v)

rel(1,b) #0
rep(a, bv) b) =0

rel(1,b)
()
in case LR == 0, the contribution of the local
reputation is not considered, therefore

t(a,b) = {

t(a,b) = a rel(a,b) (6)

Finally, we remember that values of reliability are
taken from the values of trust found in the dataset,
which can be zero or one. Hence, when LR == 0, t(a, b)
will assume values 0 or a. Columns no. 6-7 and 8-9 of
table 1 shows values Wa,-Ua, , obtained for CIAO and
EPINIONS respectively.

end

6.1. Evaluation

In the following we compare values of W, of cases
T = {mr,mrr, mrp} (rows No. 2-4 of table 1) with that
obtained for T' = m (row No. 1 of table 1). This case
is labeled matching only vs [matching + trust]. Finally,
we compare values of U, obtained for T' = {r, rr,rp}
(rows No. 5-7 of table 1) with that obtained for the case
m. This case is labeled Matching only vs Trust. The
reader may refer also to figure 1, on which we report all
the values of W, , collected for CIAO and EPINIONS.

Matching only vs [Matching + Trust]. In this first set
of experiments we have compared the final cohesion of
groups when the training is performed by considering
only the matching criteria (' = m), and that obtained
by mixing matching and trust (T" = {mr, mrr,mrp}).
First of all, it can be observed that the training based on
the combination of matching and reliability (T = mr)
will form groups with Wa,,, very similar to those
formed by means of the only matching (' = m).
Therefore, the first result is represented by the fact
that forming groups by considering also the reliability
does not degrade the cohesion of the groups (cfr.
figure 1). A further experiment is represented by the
case T' = mrr, on which the training is still performed
on the base of matching and trust, and the trust
component is represented by a mix of reliability and
local reputation. Also in this case, it can be observed

that the contribution given by the reputation does not
lead negative changes of the final cohesion at the end
of the test phase, i.e. Wa_,,. One step forward in
this investigation is represented by T' = mrp, a further
experiment on which groups are formed by means of a
training based on the mix between matching and local
reputation. In this case we observe that using the local
reputation does not lead negative changes of the final
cohesion (cfr. figure 1). In other words, local reputation
can be used in place of reliability when groups are
formed by mixing matching and trust.

Matching only vs Trust. Now we compare the value
of Up,,, obtained for matching only (I' = m), with
that obtained for T = {r,rr,rp}. In this case, by
setting parameter w = 0, only trust is included in
the computation of compactness, used in the training
phase, in order to from groups. The first observation
is that final values of cohesion Wa_, , are, in overall,
larger than values obtained in the previous cases T =
{mr, mrr,mrp} for CIAO, and almost identical than
in the previous case for EPINIONS (cfr. figure 1). In
particular, we started the experiments by using only the
reliability value (r), by setting LR = 0 and = 1. In
this case we don’t observe degradation in the cohesion
of groups. Instead, even a little improvement of about
5% is obtained for CTAOQ, if compared with the value for
T = m (cfr. figure 1). By the subsequent experiment
— T = rp (reputation only)— we can conclude that local
reputation, i.e. suggestions given by friends and friends
of friends, can be effective in forming cohesive groups
as much as direct knowledge (T' = r), as it gives almost
identical value of cohesion (cfr. figure 1). A further
interesting result is represented by the case T' = rr,
which shows the best value of Ua, ,, with a gain of
about 8% in the case of CIAO, and also in the case of
EPINIONS we have a little improvement of about 3%,
as shown in figure 1.

7. CONCLUSION

Most of the work on group formation in virtual commu-
nities propose to use some measure of profile matching
to aggregate agents having similar requirements. How-
ever, comparing profiles is not always possible in social
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FIGURE 1. Values of ¥a_,, for T ={m,...,rp}

environments, where agents are human users that of-
ten prefer to make private their personal information.
Moreover, comparing user profiles is a computationally
hard task in a large virtual community, that could be
composed by millions of agents. More recent work in-
troduced the idea of combining trust measures with the
traditional profile matching measures, to compensate
possible insufficient profile information. However, the
question left open is that of understanding if the in-
troduction of the trust is concretely advantageous on
real virtual community. In this work, we have defined
a theoretical framework to face such a problem, and
we have applied it to two well-known online social net-
works, often used in the past as benchmarks, namely
CIAO and EPINIONS. More precisely, we propose to
represent the attitude of a group to maintain its internal
homogeneity in a time interval A by a measure called
A-cohesion, only based on profile matching. Then, we
have defined another measure, mixing profile match-
ing and trust, that we have denoted as compactness.
Finally, we have tried to form groups on the real so-
cial networks of reference by optimizing, at time ¢y the
compactness, comparing our results with those obtained
forming groups by optimizing only the profile match-
ing. In both cases, the results are represented in terms
of A-cohesion. Moreover we have considered two dif-
ferent types of trust measures, namely the reliability,
i.e. the direct trust that an agent has in another one,
based on past direct interactions, and the local repu-
tation, i.e. the trust that an agent perceives about an-
other one based on some recommendations coming from
her/his neighborhood of friends. From the experiments
presented in Section 6, we can conclude that, in order
to form cohesive groups, the computation of the profile
matching matrix is even not needed, as the sole reliabil-
ity allows groups administrators and agents to organize
groups which have the same cohesion than those formed
on the base of matching criteria. Furthermore, another
important obtained result is the following: if informa-
tion about reliability is not provided, local reputation
will give similar performances. The best result is ob-
tained by mixing in equal measure local reputation and

reliability. Our ongoing research is now devoted on giv-
ing a theoretical interpretation of these results. The
intuition lead us to argue that trust, and in particular
local reputation, is a powerful tool to substitute profile
matching for forming cohesive groups, but it is now nec-
essary to characterize in which measure the property of
the trust network influence the effectiveness of such a
substitution. This is the main goal of our future work.
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